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LA SEGURIDAD EN MOVIMIENTO: UNA
DEUDA NORMATIVA DEL

TRANSPORTE PUBLICO MODERNO

Fran Medina Cruz
Director de MetroRisk

La seguridad en el transporte publico masivo sigue siendo
una de las grandes paradojas del sistema de proteccion
contemporaneo. Cada dia, millones de personas se
desplazan en trenes, metros, ferris y aviones,
compartiendo espacios cerrados, en movimiento, con alta
densidad de ocupacion y una caracteristica
determinante: durante el trayecto no pueden abandonar
el entorno si perciben peligro. Son espacios de transito,
pero también espacios de confinamiento temporal, donde
el riesgo tiene un comportamiento propio, diferente al de
un edificio, una calle o un evento. Y, sin embargo, el
marco normativo espanol continua aplicando modelos de
seguridad disenados para entornos estaticos, como si el
movimiento no alterase la naturaleza del riesgo.

Mientras que los eventos deportivos o culturales estan obligados
a contar con vigilantes de seguridad por razones de aforo,
concentracion y riesgo, el transporte masivo, que reune esos
mismos factores de forma permanente, no dispone de una
regulacion especifica que exija vigilancia profesional especializada
en transito. No se trata de una ausencia de seguridad, sino de
una ausencia de especializacion normativa. La Ley de Seguridad
Privada regula la vigilancia de recintos, bienes y eventos, pero no
reconoce la vigilancia en movimiento como un entorno operativo
propio, pese a que la complejidad de un tren en marcha, un barco
navegando o un avion en vuelo exige competencias radicalmente
distintas.

En transito, el riesgo no es puntual ni localizado: evoluciona con el
trayecto, se desplaza, cambia de forma y se ve amplificado por la
imposibilidad de escape. Un conflictco menor puede escalar
rapidamente, una situacién de ansiedad puede contagiar al resto
del pasaje y una emergencia exige respuestas inmediatas en
condiciones limitadas de evacuacion. Estos escenarios requieren
formacion en gestibn de conflictos en espacios confinados,
psicologia de masas, reduccion del panico, intervencién no
violenta, lectura anticipada del comportamiento humano y
coordinacién instantdnea con centros de control y fuerzas
publicas. Sin embargo, estas competencias no estan exigidas
normativamente, ni reguladas de forma homogénea, ni
reconocidas como especialidad profesional dentro de |la
seguridad privada.

El modelo actual se apoya fundamentalmente en tecnologia,
protocolos y fuerzas de seguridad publica, lo cual es necesario,
pero insuficiente. La seguridad moderna no se basa solo en la
deteccidn, sino en la prevencion; no solo en la respuesta, sino en
la anticipacion. Y ahi la presencia humana especializada resulta
insustituible. Un vigilante formado especificamente para operar
en entornos de transito actia como sensor preventivo, como
estabilizador conductual y como primer interviniente, reduciendo
incidentes antes de que se conviertan en problemas mayores y
descargando operativamente a las fuerzas publicas de
actuaciones que no requieren intervencién policial.
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Otros paises europeos Yy asiaticos ya han comprendido esta realidad
y han creado cuerpos o especialidades especificas para el transporte,
integrando seguridad humana, tecnologia y procedimientos en un
solo sistema. Espafia, pese a disponer de una de las redes
ferroviarias mas extensas de Europa y de infraestructuras de
transporte de primer nivel, sigue sin dar ese paso. No por falta de
necesidad, sino por inercia normativa. El resultado es un sistema
eficaz desde el punto de vista técnico, pero incompleto desde el
punto de vista humano y preventivo.

Desde la perspectiva de la seguridad por disefio y la neuroseguridad,
el transporte no puede concebirse Unicamente como infraestructura,
sino como experiencia. El cerebro humano necesita referencias
visibles de orden, control y proteccidén, especialmente en entornos
cerrados y en movimiento. La percepcion de seguridad no es un
elemento secundario: condiciona el comportamiento, reduce el
estrés, previene reacciones desproporcionadas y mejora la
convivencia. Un vigilante especializado en transito no es solo una
figura disuasoria; es un modulador del comportamiento colectivo, un
elemento de calma y un factor clave en la resiliencia del sistema de
transporte.

La creacién de una normativa especifica que regule la vigilancia de
seguridad en transito, con formacion obligatoria, competencias
definidas y protocolos claros de coordinacion, no seria un exceso
regulatorio, sino una evolucién légica y necesaria del sistema de
proteccibn de personas e infraestructuras criticas. Aportaria
prevencion real, mayor eficiencia, mejor percepcion de seguridad,
profesionalizacion del sector y una respuesta mas rapida y ordenada
ante incidentes. En un contexto donde la movilidad es esencial para
la vida econdmica y social, seguir ignorando esta realidad es una
oportunidad perdida.

A todos los afectados, y familiares del
accidente ferroviarios en Cdérdoba. Mis
condolencias y fuerzas para afrontarlo.

A
Fran 288
edinac

Analista de Sistemas de Implementac
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- Informes de Seguridad
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Disponible ahora

Fran Medina Cruz
MRConsulting

NEUROSEGURIDAD

El equilibrio entre la mente,
el entorno y la seguridad

La seguridad no solo se construye,
también se siente.

Fran Medina Cruz - MRConsulting



LA PSICOSOCIOLOGIA DE LA
SEGURIDAD: EL FACTOR HUMANO

COMO E|JE DEL RIESGO Y LA
PROTECCION

Francisco Javier Gonzales Fuentes
Presidente de ADISPO y FIBSEM
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Los entornos marcados por la incertidumbre, la complejidad y Ila
convergencia de riesgos, fisicos, tecnolégicos, reputacionales y sociales, la
seguridad ya no puede entenderse unicamente desde una perspectiva
técnica o normativa. Cada vez resulta mas evidente que el factor humano
es tanto el principal activo como una de las mayores vulnerabilidades de
cualquier sistema de seguridad. Es en este punto donde la psicosociologia
de la seguridad adquiere un papel central.

directores

:Qué entendemos por psicosociologia de la seguridad?

La psicosociologia de la seguridad analiza cdmo los
comportamientos individuales y colectivos, las percepciones del
riesgo, las dinamicas de grupo, la cultura organizativa y el
contexto social influyen directamente en la eficacia de las
medidas de seguridad. No se trata solo de cémo reaccionan las
personas ante una amenaza real, sino de como interpretan el
riesgo, co6mo toman decisiones bajo presion, cdmo interiorizan (o
no) los procedimientos y codmo el entorno social condiciona su
conducta. En seguridad, la percepcion del riesgo suele ser mas
determinante que el riesgo objetivo

La percepcion del riesgo: entre la normalizaciéon y el miedo

Uno de los principales problemas en la gestién de la seguridad es
la distorsion de la percepcién del riesgo. En muchos entornos
laborales se produce una normalizacién del peligro: “nunca ha
pasado nada”, “esto siempre se ha hecho asi”, “no es para tanto”.
Esta banalizacion genera relajacién, incumplimiento de
protocolos y resistencia a las medidas preventivas. En el extremo
contrario, encontramos entornos dominados por el miedo, donde
la sobreestimacién del riesgo provoca bloqueos operativos, estrés
cronico y pérdida de eficacia. La psicosociologia permite
equilibrar ambos extremos, ajustando la comunicacion y las

medidas al contexto real.

H/AT]

Cultura de seguridad: mucho mas que normas y procedimientos
La cultura de seguridad no se implanta por decreto. No basta con
manuales, protocolos o planes de autoproteccion si estos no son
comprendidos, aceptados e interiorizados por las personas. Una
cultura de seguridad sélida se basa en:

Liderazgo visible y coherente.

e Comunicacion clara y bidireccional.

Formacion practica y contextualizada.

Participacion activa de los trabajadores.

Confianza y corresponsabilidad.

IntelForensic
G&F Soluciones

Adisp®

Desde la psicosociologia, se analiza como influyen los estilos de
liderazgo, las jerarquias informales, los conflictos internos o la
presion productiva en el cumplimiento de las medidas de seguridad.

El comportamiento humano en situaciones criticas En
situaciones de emergencia o crisis, el comportamiento humano rara
vez responde al modelo racional que describen los planes. Aparecen
reacciones como:

Bloqueo o paralisis.

Conductas imitativas.

Busqueda de figuras de autoridad.

Toma de decisiones impulsivas.

Comprender estas reacciones permite disefiar planes mas realistas,
entrenamientos mas eficaces y protocolos adaptados al
comportamiento real de las personas, no al comportamiento
idealizado.

Seguridad, estrés y riesgos psicosociales La seguridad también
tiene un impacto directo sobre la salud mental y el bienestar. Turnos
prolongados, vigilancia permanente, presién por el error cero,
exposicion continuada a amenazas o conflictos generan riesgos
psicosociales que, paraddjicamente, pueden aumentar la
inseguridad. Un profesional de seguridad fatigado, estresado o
desmotivado es mas propenso al error, a la omisién y a la mala toma
de decisiones. La psicosociologia ayuda a integrar la prevencion de
riesgos psicosociales dentro de la estrategia global de seguridad.

El papel del Director de Seguridad El Director de Seguridad del
siglo XXI no puede limitarse a gestionar medios y tecnologias. Debe
ser también un gestor de conductas, percepciones y culturas
organizativas. Esto implica:

Entender la organizaciédn como un sistema social.

Anticipar resistencias al cambio.

Disefar estrategias de concienciacion eficaces.

Mediar entre intereses operativos, humanos y estratégicos.

La seguridad eficaz es aquella que las personas comprenden,
aceptan y hacen suya.
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INVESTIGACION PRIVADA.

Carlos G. Barrett

Gerente general en Spy Investigacion & Barrett

L
"Investigacion Civil

X 660 359 806

La investigacion privada se ha convertido en una herramienta
esencial para ciudadanos, empresas y administraciones que
necesitan respuestas fiables en un contexto cada vez mas
complejo. Su importancia radica en que permite abordar
conflictos, dudas o situaciones que no pueden esperar a procesos
lentos ni pueden resolverse desde la intuicidén, sino mediante la
obtencidn técnica y metddica de datos sustentados en la ética, la
legalidad y la profesionalidad. Este trabajo discreto ofrece
garantias, aporta transparencia donde antes habia incertidumbre
y permite tomar decisiones fundamentadas que protegen
derechos, intereses legitimos y la integridad de las personas y de
las organizaciones.

Cuando un investigador privado interviene, lo hace desde la
responsabilidad de preservar la verdad objetiva, entendiendo que
su misién no es solo descifrar hechos, sino sostener el equilibrio
que permite que la sociedad funcione sin caer en la desconfianza
permanente. Su labor se apoya en la observacién rigurosa, en la
recopilacién sistematica de indicios, en la verificaciobn de
versiones contrapuestas y en la construccion de un relato
comprobado que ayuda a resolver disputas laborales, familiares,
empresariales o patrimoniales. En ese sentido, su papel es una
pieza clave del ecosistema de seguridad, porque alli donde existe
informacion precisa y bien documentada, existe también justicia
posible, decisiones acertadas y prevencion de riesgos.

La investigacion privada es, ademas, un ejercicio de
responsabilidad social. Al intervenir en situaciones sensibles, evita
que los conflictos escalen, permite detectar vulnerabilidades
ocultas y contribuye a que las organizaciones adopten mejores
practicas de gestién y control. Es una profesion que actia en
silencio, sin protagonismos, pero cuyo impacto se refleja en la
mejora de la convivencia, en la proteccion de activos y en el
fortalecimiento de la confianza ciudadana. En un mundo donde la
desinformaciéon y la apariencia pueden confundir, el trabajo del
investigador privado representa una brdjula que devuelve
orientacion y claridad.
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INVESTIGACION PRIVADA para:
e Particulares
e Empresas
e Abogados

Discrecidn absoluta
Resultados reales
Atencion personalizada

No dudes en llamar y consultar nuestra forma de
trabajar y formalizar un presupuesto adecuado a tus
necesidades.

Un equipo profesional cuestionara tus dudas y buscara
las soluciones adecuadas a tu caso.

CONTACTA con nosotros a través de:
-Email : informacion@spyinvestigacion.com

-Tif / Whatssap : +34 660 359 806

- WWW.Spyinvestigacion.com
CARLOS G. BARRETT

Investigador Privade
Experto en Criminalistica
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Gregorio Duro
Tecnico en licitaciones y Proyectos

SOLUCION POR SUSTITUCION EN LAS
OPERACIONES DE ANALISIS DE RIESGOS

Tras el paréntesis de las fiestas navideifas, retomo mi
actividad en Metrorisk con energias renovadas y una
motivacion reforzada. Inicio esta nueva etapa con la ilusidn
de seguir aportando analisis, experiencias y contenidos de
valor, manteniendo el compromiso con la mejora continua en
el ambito de la seguridad, la gestion del riesgo y la proteccién
de personas e infraestructuras. Este comienzo de afo se
plantea como una oportunidad para afrontar nuevos retos
desde una perspectiva actualizada y proactiva.

Solucién por sustitucion: simplificar el analisis de riesgos sin
perder precision En la gestion de riesgos, no siempre es posible
conocer todos los datos con exactitud. Algunos parametros son
dificiles de medir, cambian con el tiempo o dependen de
circunstancias externas que escapan al control de la organizacién.
Ante esta incertidumbre, surge la soluciéon por sustitucion, una
técnica que permite reemplazar variables complejas o inciertas
por valores equivalentes confiables, manteniendo la coherencia y
utilidad del analisis. Lejos de ser un simple atajo, esta practica se
basa en criterios técnicos sélidos y en la experiencia acumulada,
asegurando que los riesgos evaluados sean realistas,
comparables y utiles para la toma de decisiones estratégicas. El
principio fundamental es sencillo: cuando un dato no esta
disponible o es demasiado complejo para calcularlo
directamente, se busca un valor representativo que cumpla la
misma funcion dentro del modelo de evaluacidon. Esto permite
que el analisis continle sin interrupciones y que los resultados se
mantengan fiables y consistentes, proporcionando una base
solida para la gestidon de riesgos en entornos dinamicos.

Como se aplica en la practica La solucion por sustitucién se
integra de manera natural en los modelos de riesgo dinamicos,
donde la probabilidad de ocurrencia de un evento, la

vulnerabilidad de los activos y la magnitud del impacto pueden
variar con el tiempo. Esto es especialmente util en sistemas de
seguridad complejos, instalaciones criticas o procesos operativos
con alta interdependencia entre factores.

A modo de ejemplo, imaginemos una planta industrial que esta
evaluando el riesgo de intrusiéon en un area sensible equipada
recientemente con un sistema de control de accesos. La
informacion precisa sobre la eficacia del nuevo sistema aun no
esta disponible, pero se necesita estimar la exposiciéon para
priorizar medidas adicionales. Aplicando la soluciéon por
sustitucion, los responsables de seguridad pueden utilizar como
referencia el comportamiento de sistemas similares en otras
instalaciones. Esto permite continuar con el analisis, planificar
acciones preventivas y evaluar la criticidad del riesgo sin
comprometer la coherencia del estudio. Otro ejemplo se
encuentra en activos complejos con multiples vulnerabilidades
interdependientes, como un centro de datos en el que varios
sistemas de soporte eléctrico, climatizacidon y seguridad estan
conectados.

Medir cada vulnerabilidad por separado podria resultar poco
practico y generar un exceso de complejidad en el calculo. En
este caso, se puede crear un parametro equivalente que
represente la vulnerabilidad global combinada lo que permite
calcular el riesgo total de forma mas clara y compararlo con
otros escenarios y priorizar acciones preventivas de manera
efectiva. Ademas, la sustitucion puede aplicarse para evaluar
impactos dificiles de cuantificar, como efectos reputacionales o
pérdidas indirectas. Al transformar estos impactos complejos en
un valor representativo, se puede integrar la informaciéon en
matrices de riesgos, simulaciones de escenarios y modelos
probabilisticos, manteniendo la consistencia del analisis global.

Ventajas de la solucién por sustitucion La principal ventaja de esta
técnica es que reduce la complejidad del analisis sin sacrificar la
precision, permitiendo evaluar riesgos de manera rapida y eficiente,
incluso en entornos inciertos o con informacion incompleta. Esto
facilita la priorizacion de acciones, la planificacibn de medidas
preventivas y la toma de decisiones estratégicas fundamentadas.
Otro beneficio importante es la claridad en la comunicacién. Los
resultados derivados de la sustitucién permiten que responsables y
equipos de seguridad comprendan la exposicién real y la criticidad
de cada escenario, incluso cuando los calculos subyacentes son
complejos, lo cual facilita la mejora y la coordinacion interna, facilita
la gestion de recursos y permite una respuesta mas efectiva ante
posibles amenazas



No obstante, la técnica requiere criterio y conocimiento del
contexto. Sustituir un parametro sin fundamentos sélidos puede
conducir a sobreestimaciones o subestimaciones del riesgo,
afectando la eficacia de las medidas preventivas. Por eso, los
valores sustitutos deben elegirse con base en datos confiables,
referencias de experiencias previas y comprensién profunda de
la operacidon y los riesgos asociados.

Un enfoque estratégico y cercano Mas alla de su funcion
técnica, la solucidon por sustitucion tiene un valor estratégico
significativo. Permite que los sistemas de gestidn de riesgos sean
flexibles, adaptativos y capaces de responder a cambios rapidos
en el entorno. Al integrarse con analisis de interdependencias,
simulaciones de escenarios y modelos probabilisticos,
proporciona resultados fiables y comparables que permiten
planificar medidas preventivas y correctivas de manera eficiente.
A modo de ejemplo se puede contemplar una empresa de
logistica que evalua el riesgo de interrupciones en la cadena de
suministro y en la que algunos proveedores son nuevos y no
existen datos histéricos sobre su desempefio. Mediante
sustitucidn, se puede utilizar como referencia el comportamiento
promedio de proveedores similares. Esto permite estimar la
exposicion general y priorizar acciones preventivas, como
contratos de respaldo o inventarios de seguridad, sin retrasar la
planificacion ni comprometer la validez del analisis. Por ello, la
solucidon por sustitucion no es solo un recurso técnico: es una
herramienta que combina rigor y practicidad, acercando el
analisis de riesgos al dia a dia de quienes toman decisiones y
permitiendo abordar la incertidumbre con resultados confiables,
claros y dutiles. Su aplicacibn mejora la gestion estratégica y
asegura que las decisiones sobre prevencion y mitigacion se
basen en analisis sélidos, incluso cuando algunos parametros son
dificiles de medir o desconocidos.

Deseo expresar mi mas sincero agradecimiento a Metrorisk por
la difusion mensual de articulos de caracter técnico, cuyo
compromiso constante no solo enriquece el conocimiento del
sector, sino que también mantiene un espacio de reflexion vy
actualizacion profesional.

Gregorio Duro Navarro
Licitaciones y Proyecto
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CONTROL DE ACCESO: MAS ALLA DE LA CERRADURA

BAJO LAS NORMAS ISO 22341Y 22341-2 CPTED

Tradicionalmente, el control de acceso se ha visto como un componente
tecnolégico, destacando los lectores de tarjetas y con datos biométricos,
principalmente. Sin embargo, las normas ISO 22341 y 22341-2 de la
Metodologia Prevencion del Delito Mediante el Disefio Ambiental CPTED
(por sus siglas en inglés), definen directrices proponiendo que la
seguridad y proteccion de activos deben ser indisociables del entorno,
operando de forma organica en cada rincén del diseiio." en el entorno
fisico para influir en el comportamiento humano y reducir las
oportunidades delictivas

LOS PILARES DE CPTED APLICADOS AL CONTROL DE ACCESO:
Para que un control de acceso sea efectivo segun la norma, debe
cumplir con cuatro principios fundamentales:

e Vigilancia Natural: el disefio debe permitir que los usuarios
legitimos vean y sean vistos. Un control de acceso no debe
crear puntos ciegos, escondites o lugares trampa.

e Control Natural de Accesos: utilizar elementos fisicos (setos,
cambios de nivel, disefio de senderos) para canalizar a las
personas hacia puntos de entrada especificos controlados.

o Refuerzo Territorial: definir claramente qué es espacio
publico, semiprivado y privado para que los intrusos se
sientan "fuera de lugar".

e Mantenimiento y Gestion: un sistema de acceso deteriorado
envia una sefal de falta de control, esto basado en la Teoria
de las Ventanas Rotas.

ISO 22341-2 CPTED: EL MARCO OPERATIVO: Mientras que la
primera parte de la norma establece los conceptos generales, la
ISO 22341-2 profundiza en las metodologias de evaluacion y la
implementacién técnica. Es decir, mientras que la parte 1 de la
norma se centra en los conceptos, definiciones y principios
tedricos de CPTED, la parte 2 establece el "como" se deben
ejecutar las acciones en el terreno.

ESTRATEGIAS DE IMPLEMENTACION DE CONTROLES DE
ACCESO: Bajo esta vision, el control de acceso se divide en tres
capas de intervencion:

Elementos Sugeridos Obijetivo
por ISO 22341-2

de seguridad, protocolos de

Capade

Control
Organizativa

Personal Gestion del flujo humano.
| registro.
Biometria, Sistema de Video vigilancia con

analitica, cerraduras inteligentes.

| Verificacion de identidad y '
registro.

Tecnologica

Fisica
(Diseno)

Paisajismo de seguridad, iluminacion,
| cercados y/o barreras estéticas.

Disuasion psicologica y
| barrera fisica.

El Proceso de Evaluacién de Riesgos: La norma enfatiza que no
existe una solucién unica. El control de acceso debe nacer de un
analisis previo que incluya:

1. Analisis del entorno social: entender quiénes transitan la zona.
2. ldentificacion de vulnerabilidades fisicas: detectar rutas de
escape 0 accesos no autorizados faciles, entre otras.

3. Definicion de perimetros: crear zonas de transicion que
preparen al usuario para el control de identidad.

Edicion propiedad de @MetroRisk, asociacion

Beneficios de la Integraciéon ISO CPTED: La adopcion de este
enfoque no solo mejora la seguridad, sino que también optimiza la
experiencia del usuario:

e Reduccion del sentimiento de inseguridad: Un entorno bien
diseflado se siente seguro sin parecer una prisién. La norma
promueve que el usuario sepa siempre donde esta y hacia dénde
puede ir.

1.Sefalética de Orientacién: mapas y letreros claros que reduzcan
la desorientacion.

2.Lineas de Vision Despejadas: eliminar el efecto "tunel" o esquinas
ciegas donde el usuario siente que puede ser emboscado.

3.Transparencia: uso de materiales que permitan ver qué hay al
otro lado de una puerta o muro antes de cruzarlo.

La reduccion del sentimiento de inseguridad es uno de los objetivos
centrales de la ISO 22341 CPTED, ya que la norma reconoce que un
espacio puede ser estadisticamente seguro pero percibirse como
peligroso, lo que ahuyenta a los usuarios legitimos y termina
facilitando el crimen real.

e Eficiencia Operativa: Bajo el enfoque de la ISO 22341 no solo
busca que el sistema de seguridad funcione, sino que lo haga de
manera fluida, con el menor costo de recursos posible y sin
entorpecer la funcidn principal de la instalaciéon, ya sea un
hospital, una oficina o un centro comercial. Los elementos clave
para lograr eficiencia operativa integrando CPTED y tecnologia,
son:

1.Automatizacion de procedimientos.

2.Reduccion de falsas alarmas (analisis predictivo).

3.0ptimizacion del recurso humano.

4.Gestién del flujo y wayfinding.

5.Recoleccion de datos para la toma de decisiones.

e Valorizacion del Activo: Los edificios al canalizar el flujo de
personas de forma natural, reducen las falsas alarmas. Es el
argumento econdmico definitivo para implementar la ISO 22341
CPTED.

6.Reduccion del riesgo reputacional y legal.

7.0ptimizacion de primas de seguros.

8.Longevidad de las instalaciones y bajo deterioro.

9.Plusvalia de las instalaciones.

En el sector inmobiliario y corporativo, la seguridad ya no se ve como
un gasto necesario, sino como una mejora de capital que incrementa
el valor de una propiedad en el mercado.
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IONIQ SEGURIDAD: EXPERIENCIA,
PERSONAS Y DIVULGACION COMO BASE

DE UN PROYECTO DIFERENTE
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Ivan Cantalapiedra.Director de Seguridad.
CEO IONIQ Seguridad

La fundacion de una empresa de seguridad privada no deberia responder a
una oportunidad puntual, sino a una convicciéon profesional construida con
el tiempo. En mi caso, IONIQ Seguridad nace tras una trayectoria prolongada
en el sector de mas de 25 anos, habiendo ocupado puestos de Direccion de
Seguridad en empresas usuarias, de mando intermedio en empresas del
sector, y por supuesto como personal operativo, Vigilante de Seguridad, lo
que me permitiéo conocer la seguridad desde una vision global y realista

desde todos los puntos de vista -trabajador-cliente-empresa

secURIDAD

Esa experiencia me ayudo a identificar tanto las fortalezas del
sector como aquellas areas claramente mejorables.

Con el objetivo de ofrecer a mis clientes un servicio mas
especializado, cercano y verdaderamente integral, decidi dar un
paso adelante y fundar IONIQ Seguridad.

Una empresa creada desde la experiencia IONIQ Seguridad se
concibe desde el inicio como un proyecto basado en la gestién
profesional de la seguridad, la planificacion, la prevencion y la
adaptacion a cada cliente.

Entendemos que no existen soluciones universales y que cada
entorno requiere un analisis especifico de riesgos y una
respuesta adecuada. La empresa nace también con la vocacion
de integrar correctamente distintos servicios, aportando valor
afladido a los clientes a través de una direccion técnica soélida y
una vision estratégica de la seguridad.

El vigilante como eje del sistema

Uno de los principios fundamentales de IONIQ Seguridad es el
trato al vigilante. Desde el primer momento tuve claro que el
personal de seguridad es la base real del servicio y que su
motivacion influye directamente en la calidad del trabajo que se
presta.

En" IONIQ apostamos por un trato profesional, cercano vy
respetuoso, por la comunicaciéon directa y por el apoyo constante
al vigilante en su labor diaria. Creemos firmemente que un
vigilante contento presta un servicio excelente y que, ademas, se
convierte en nuestra mejor publicidad, tanto por la imagen que
proyecta como por lo que transmite de la empresa.

La seguridad empieza por las personas, y solo cuidando a los
profesionales se puede ofrecer un servicio de calidad.

IONIQ

SEGURIDAD

Divulgacién y acercamiento del sector a la sociedad

Hace algo mas de tres afios decidi iniciar una labor paralela de
divulgacién sobre la seguridad privada con un objetivo claro: acercar
el sector a la sociedad y poner en valor una profesion muchas veces
desconocida o infravalorada.

A traves de la creacion de contenido divulgativo en Redes Sociales
como Tiktok, Instagram y Youtube -@directordeseguridad- he
buscado:
e Explicar qué es realmente la seguridad privada y cual es su
funcion.
e Recordar a los profesionales conceptos basicos que, con el
tiempo, pueden haberse olvidado.
e Resolver dudas habituales tanto de vigilantes como de usuarios y
clientes.
e Contribuir a una mayor cultura de seguridad en general.

La divulgacion es una herramienta poderosa para mejorar la
percepcion del sector, dignificar la profesion y fomentar buenas
practicas. Una sociedad que entiende la seguridad.es una sociedad
mas segura.

Un proyecto con vision de futuro. IONIQ Seguridad no nace para
ser una empresa mas, sino para aportar una visibn moderna,
responsable y humana de la seguridad privada donde la experiencia,
la direccion técnica, la prevencion y las personas ocupan un lugar
central.

La seguridad del presente y del futuro se construye con
conocimiento, profesionalidad y compromiso. Esa es la base sobre la
que se funddé IONIQ Seguridad y la que sigue marcando nuestro
camino. La seguridad privada no necesita mas discursos, sino
proyectos coherentes, profesionales comprometidos y una sociedad
que entienda su importancia.

IONIQ Seguridad nace desde esa conviccion: hacer seguridad con
criterio, con respeto y con personas que creen en lo que hacen




VISION

COMPLIANCE

Edicion propiedad de @MetroRisk, asociacion

Emilio Pineiro

Especialista en Compliance y Proyectos
Consultoria | Formador y Conferenciante

De Darwin a la IA: Evolucion, Entornos VUCA-BANI y el
Nuevo Paradigma del Compliance y Liderazgo

Desde los tiempos de Charles Darwin, sabemos que la
supervivencia no depende de ser el mas fuerte o el mas
inteligente, sino de quien mejor se adapta. En el entorno
empresarial actual, esta premisa se ve reforzada por la disrupcion
tecnoldgica, el auge de la Inteligencia Artificial (IA) y el paso de los
entornos VUCA a BANI. Hoy, no basta con “resistir” al cambio;
necesitamos liderarlo y convertirlo en ventaja competitiva. En este
ensayo, exploraré cdmo la IA, el compliance y el liderazgo ético se
han vuelto fundamentales para la evolucion de las
organizaciones. Mi propésito no es debatir si la IA generara
cambios —eso ya ocurre—, sino cdmo integrar esta
transformacion sin sacrificar la confianza, la integridad y el
proposito que distinguen a las empresas sostenibles.

1. Del entorno VUCA al BANI: la incertidumbre intensificada
Durante afos, el acréonimo VUCA (Volatility, Uncertainty,
Complexity, Ambiguity) describi¢ la volatilidad y la complejidad
del mundo de los negocios. Sin embargo, los ultimos tiempos —
marcados por crisis globales, aceleracién digital y cambios
estructurales— han hecho insuficiente este término. Surge asi
BANI (Brittle, Anxious, Nonlinear, Incomprehensible), que capta
con mayor fuerza la fragilidad y la imprevisibilidad del momento
actual.

e Brittle (Fragil): Nada es realmente estable; grandes
corporaciones pueden derrumbarse por crisis repentinas.

e Anxious (Ansioso): El exceso de informacién y la velocidad del
cambio saturan tanto a directivos como a empleados,
generando paralisis o toma de decisiones impulsivas.

e Nonlinear (No Lineal): Un suceso pequefio
desencadenar consecuencias desproporcionadas.

e Incomprehensible (Incomprensible):

La abundancia de datos puede, paraddjicamente, dificultar la
toma de decisiones estratégicas. En este mundo BANI, la
adaptacion reactiva deja de ser suficiente. Las organizaciones
necesitan  anticiparse, cuestionar modelos de negocio
tradicionales y, sobre todo, cultivar la resiliencia para responder
con rapidez y criterio a las disrupciones constantes.

puede

2. La IA como acelerador de la evolucion empresarial La
Inteligencia Artificial va mas alla de ser una herramienta para
automatizar procesos; se ha convertido en el nuevo gran motor
evolutivo de las empresas. Hasta ahora, la competitividad se
basaba principalmente en capital financiero, talento humano vy
estructuras organizativas. Hoy, emerge un cuarto pilar: el capital
algoritmico. Organizaciones como OpenAl o Amazon han
demostrado como la IA puede escalar modelos de negocio en
meses, reconfigurando industrias enteras. Sin embargo, esta
celeridad despierta interrogantes éticos: ;ddénde ubicamos la
responsabilidad humana cuando la IA toma decisiones criticas?
¢COmo evitar sesgos en algoritmos que procesan millones de
datos al dia? La respuesta no esta en frenar la tecnologia, sino en
integrarla con un marco de compliance robusto, un liderazgo
ético que actle como “cerebro y conciencia”, y una cultura
organizacional que entienda la IA como palanca de crecimiento,
no como sustituto de la reflexion humana
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3. Un nuevo enfoque de compliance: de norma a ecosistema vivo
El cumplimiento normativo ha pasado de ser una lista de requisitos

legales a un ecosistemma vivo que conecta regulacion, ética,
tecnologia, estrategia y liderazgo. El viejo enfoque de compliance se
limitaba a “evitar multas” o “reducir riesgos legales”. En cambio, el
compliance del futuro:

e Se anticipa a los riesgos: La evoluciéon de las normas y la rapida
obsolescencia de los modelos obliga a que la supervision sea
continua, no anual.

e Integra la IA: Los algoritmos ayudan a monitorizar procesos con
una precisién y alcance imposibles para un equipo humano. Pero
siempre con supervision final de personas.

e Fomenta la cultura de la transparencia: Mas que imponer reglas,
se trata de construir un contexto donde cada miembro de la
organizacion asuma la integridad como valor esencial.

Lejos de ser un “costo”, el compliance se convierte en ventaja
competitiva, pues inspira la confianza de inversores, clientes y
colaboradores, tan necesaria en un entorno cada vez mas volatil y
desconfiado.

4. La ética como eje vertebrador. En un mundo BANI, la ética es la
brujula que evita que la organizacion se desvanezca en medio de la
incertidumbre. La mera eficiencia no basta; necesitamos asegurar
que las innovaciones tecnolégicas —especialmente la IA— respeten
la dignidad humana, la equidad y la transparencia. “La ética no es un
lujo, sino la columna vertebral que sostiene la credibilidad en cada
decision empresarial.” Este enfoque va mas alla de cumplir leyes:
implica asumir la responsabilidad de que los algoritmos no
perpetlien sesgos, de que las decisiones automatizadas sean
auditables y de que la direccibn mantenga la ultima palabra. Un lider
ético no delega su conciencia en una maquina, sino que utiliza la IA
como aliada para refinar su criterio.

| GMIO
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5. Liderazgo transformacional: mas alla del control, hacia la
influencia En el pasado, el liderazgo se asociaba al poder
jerarquico y al control centralizado. Sin embargo, en un entorno
BANI, la clave esta en la influencia, la inspiracion y la creacién de
confianza. Los lideres que triunfaran son aquellos que combinan:

e Empatia: En un contexto ansioso y fragil, un lider debe saber
escuchar, contener y guiar a su equipo.

e Vision critica: La IA ofrece datos, pero el lider traza el
proposito y define los limites éticos y estratégicos.

e Adaptabilidad: La capacidad de aprender y desaprender a
gran velocidad, asumiendo que lo valido hoy puede no servir
manana.

Dejar atras el liderazgo autoritario implica reconceptualizar el
poder. La autoridad no radica en imponer drdenes, sino en
inspirar compromisos que motiven a la gente a dar lo mejor de si
misma.

6. Convergencia total: |IA, compliance y liderazgo El verdadero
salto evolutivo sucede cuando la IA, el compliance y el liderazgo
ético dejan de verse como “silos” y se convierten en un tejido
estratégico unico.

En esta convergencia:
e Compliance da coherencia, asegurando un ecosistema de
transparencia y responsabilidad.
La IA potencia la capacidad de analisis y la anticipacion, pero
sin anular el juicio humano.
El liderazgo actua como catalizador, orquestando la vision, la
confianza y el compromiso ético.

Las organizaciones que entiendan esta integracibn no solo
sobreviviran, sino que definiran las nuevas reglas del juego. En un
mercado ansioso por innovacion, la diferenciacion no se basa
unicamente en productos o servicios, sino en la coherencia ética
y en la calidad de la toma de decisiones. Ten presente que ... Hoy,
mas que nunca, no podemos limitarnos a sobrevivir. Frente a las
amenazas y oportunidades del entorno BANI, necesitamos
transformarnos conscientemente, abrazando la IA con cautela y
ambicion, y erigiendo un compliance inteligente que sea
referente de integridad.

La proxima era no se decide en un tablero de ajedrez, sino en la
capacidad de construir puentes entre la ética y la innovacién. La
clave no es resistir el cambio, sino liderarlo con visién y
compromiso.

Emilio Pifeiro

Consultor de cumplimiento normativo,
Compliance Officer,

Docente y Divulgador

Presidente de la Asociacion Territorio Compliance
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Joaquin Sampedro

Seguridad inteligente para vivir con confianza

SegurlA

SOLUTIONS

Protegiendo el presente.
Anticipando el futuro.

Joaquin Sampedro es consultor especializado en seguridad por diseio para proyectos
de Real Estate residencial. Su metodologia integra la seguridad desde la fase de
diseno arquitectonico, no como un anadido posterior.

Con mas de 15 anos de experiencia en el sector, ha desarrollado un enfoque unico que
combina definicion funcional, norma aplicable, criterio de ensayo (FAT/SAT) y limites
de uso(incluyendo modo offline) para cada proyecto

La Metodologia Joaquin Sampedro

“La experiencia sin norma confunde. La norma sin experiencia fracasa."

La metodologia se estructura en 6 fases que cubren todo el ciclo de vida del proyecto:
desde el andlisis inicial de riesgos hasta la operacion y mantenimiento, pasando por
diseino, especificacion, ejecucion y puesta en marcha.

Cada entregable incluye siempre cuatro elementos: definicion funcional clara, norma
técnica aplicable, criterios de ensayo verificables y limites de uso documentados.

Contacto

Pza. Los Luceros 7-9

03003 Alicante, Espana
hola@seguriasolutions.com
965 52 87 22+34 616 02 06 59
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LA SEGURIDAD PRIVADA

FRENTE A UN RIESGO
INVISIBLE

Rosa Fernandeéz

Edicion propiedad de @MetroRisk, asociacion

ASUNTO: RIESGOS

La seguridad privada espaiola no afronta (sélo) un
problema de falta de medios. Afronta un reto de madurez
estratégica. En la era de la vigilancia inteligente, proteger ya
no consiste solo en reaccionar ante el incidente, sino en MelroRisk
evitar que el propio sistema se convierta en el punto débil.
El sector de la seguridad privada en Espaia se prepara para
2026 con una paradoja dificil de ignorar: nunca ha dispuesto
de tanta tecnologia avanzada y, al mismo tiempo, nunca ha
estado tan expuesto a los riesgos derivados de su propio uso

RGPD 360°

Camaras inteligentes, sistemas de analitica de video,
plataformas de gestion de incidencias, drones, dispositivos
moviles y soluciones basadas en inteligencia artificial forman ya
parte del dia a dia de muchas empresas de vigilancia. Sin
embargo, la adopcidn tecnoldgica avanza a un ritmo muy
superior al desarrollo de una cultura de gestion preventiva, de
administracién responsable del riesgo y de competencias reales
en el personal que las opera.

El resultado es un modelo operativo cada vez mas sofisticado en
apariencia, pero estructuralmente fragil. La seguridad privada es
uno de los sectores mas regulados del mercado espafiol.
Habilitaciones, autorizaciones administrativas, inspecciones
periddicas y un marco normativo detallado han generado
durante afios una sensacion de control y estabilidad. Ese marco,
sin embargo, ha sido interpretado por muchas organizaciones
como un techo y no como una base. El cumplimiento de
minimos se ha convertido en el objetivo principal, desplazando a
un segundo plano la gestién del riesgo, la anticipacion de
escenarios y la administracion correcta de la tecnologia. Este
enfoque ha funcionado mientras los sistemas eran
fundamentalmente pasivos. Pero deja de ser suficiente cuando
la tecnologia empieza a influir activamente en la toma de
decisiones. La inteligencia artificial cambia la l6gica del riesgo

-El vigilante como operador digital sin red de proteccion suficiente
El vigilante de seguridad se ha convertido, de facto, en un operador
digital. Maneja dispositivos, interpreta alertas automatizadas, utiliza
aplicaciones moéviles y gestiona informacién sensible en tiempo
real. Sin embargo, esta evolucion no ha venido acompafiada, en
muchos casos, de una gestion adecuada de competencias, de
criterios claros de actuacién ni de una comprensién real de los

., ) ) ) e .. limites legales y operativos de la tecnologia que utiliza.
La expansion de la inteligencia artificial en el ambito de Ia 8 yop &laq

vigilancia no es un escenario futuro: es una realidad operativa.
Algoritmos que detectan comportamientos andmalos, sistemas
que priorizan alertas, herramientas que sugieren actuaciones o
clasifican situaciones ya estan presentes en multiples entornos

El vigilante no decide qué sistemas se implantan ni bajo qué
condiciones. Pero su actuacién, correcta o incorrecta, recae
finalmente sobre la empresa, que es quien administra el servicio y
responde frente a terceros. En 2026, con sistemas capaces de
registrar, trazar y reconstruir decisiones, justificar un error

, , . operativo sera cada vez mas complejo.
El problema no es la tecnologia. El problema es como se gestiona y P Pie]

se administra su uso. En un sector tradicionalmente reactivo, donde
la intervencion se produce una vez ocurrido el incidente, la IA
introduce una nueva capa de riesgo: el error ya no depende solo de
la accion humana directa, sino de como se interpreta, se confia y se
actda sobre una recomendaciéon automatizada. Y cuando ese error
se materializa, la responsabilidad no se diluye: se concentra. Y la
Responsabilidad es individual, no colectiva. El Responsable del
Tratamiento es el que tiene que demostrar que cumple con la ley
vigente. En 2026 se amplia el foco, con el RGPD ya no es suficiente,
hay que tener un Cumplimiento 360° para estar al dia en el marco
normativo europeo, y aplicar la privacidad por defecto evaluando
los riesgos y el impacto que puede suponer usar soluciones que
incorporar Inteligencia Artificial

-El coste invisible de no gestionar preventivamente Desde la
perspectiva de la gestion empresarial, la prevencion sigue viéndose
a menudo como un coste prescindible. La presion sobre margenes,
licitaciones ajustadas y competencia basada en precio refuerzan
esta practica. Sin embargo, los costes reales del nuevo escenario no
aparecen en el presupuesto inicial.

Se manifiestan después, en forma de reclamaciones, conflictos con
clientes, inspecciones con efectos retroactivos, pérdida de contratos
y deterioro reputacional. No gestionar preventivamente el uso de la
tecnologia no elimina el gasto: lo desplaza y lo amplifica.



¢Te gustaria conocer tu nivel de cumplimiento, o necesitas mas informacién para evitar este tipo de riesgos?
TU ELIGES EL NIVEL DE SEGURIDAD Y DE PROFESIONALIDAD. / ;Quieres saber si cumples la ley al 100%? ;Trabajas con € € IA en tu empresa?

CONECTA CON NORMA:
TU ASESORA VIRTUAL EN RGPD. -~ Visita ZonaVigilada.net Conecta conmigo en
rosaf@zonavigilada.net
Te damos respuestas y te ayudamos a mejorar tu seguridad juridica

-Un cambio silencioso en el enfoque de responsabilidad El nuevo
contexto regulatorio europeo y la evoluciéon de los criterios de
responsabilidad apuntan en una direccién clara: ya no se evaluara \ / o

Gnicamente si una empresa cumplia formalmente la norma, sino ZONA\”GILADA.NET
si administraba correctamente los medios técnicos de los que

disponia y si podia haber evitado razonablemente un dafo. En Py

este marco, la falta c!e ges.tlon, de formacioén o de.cont,rol.sobre el TU ELIGES EL NIVEL DE SEGURIDAD
uso de la tecnologia deja de ser una carencia técnica para
convertirse en una decision empresarial con consecuencias

juridicas y econémicas. La seguridad privada entra asi en una
etapa en la que el cumplimiento minimo deja de ser un escudo

r
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suficiente. -Administrar la tecnologia, no solo utilizarla cu“s“ Iturla “

La respuesta no pasa por afadir mas burocracia ni por exigir al -
T ez o . - s . @
sector una especializacion inasumible. Pasa por algo mas basico y, “ R

al mismo tiempo, mas estratégico: administrar correctamente el |mplantaclﬂ

uso de la tecnologia y formar en alfabetizaciéon IA a su personal.

Definir c6mo se utiliza, en qué condiciones, con qué limites y con o7 0“

qué competencias asociadas. Ajustar las herramientas a la clon c

realidad operativa del personal. Anticipar escenarios de riesgo Furm

antes de que se conviertan en conflictos. = RGP '
imiento

En 2026, practicamente todas las empresas de seguridad privada M “te“““l

utilizaran tecnologia avanzada e inteligencia artificial. La
diferencia no estara en quién la tiene, sino en quién sabe

gestionarla y administrarla con criterio. La diferencia la marcaran ﬁ“ias especlal

las organizaciones que entienden que la tecnologia mal
administrada genera riesgo, y las que confian en que nada ocurra,
poniendo en riesgo juridico a sus clientes. Y en un sector donde la
confianza lo es todo, esa diferencia sera determinante.

Diplomada en Derecho, Tecnologia e Innovacion
35 afios transformando nur”_f_" Data TeCh Compliance 360“ (RGP D, R ~. -

Consultora Sr Calidad (ISO, EFQM, 5S)

Consultora Juridica
Formadora Senior”

Disenadora de material didactico

Miembro Comité Técnico Asesor en Metr
Socia de ENATIC, asociacion de Abogaci

Competencias técnicas:

IA - MOODLE - WORDPRESS - PRESTASHOP -
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LA PROTECCION COMERCIAL FRENTE AL
ROBO INTERNO: PREVENCION, CONTROL

Y PROTOCOLOS DE ACTUACION

Carlos Serrano
Coordinador de Servicios

La proteccion comercial se ha convertido en un pilar
estratégico para las empresas del sector retail, logistico e
industrial. Aunque tradicionalmente el foco se ha puesto en el
hurto externo, el robo interno representa uno de los mayores
riesgos econdmicos, operativos y reputacionales para las
organizaciones. Su correcta gestion exige protocolos claros,
personal cualificado y una coordinacion.

¢Qué entendemos por robo interno?

El robo interno hace referencia a cualquier sustraccién, fraude o
uso indebido de recursos llevado a cabo por personas que
mantienen o han mantenido una relacion laboral o profesional
con la empresa: empleados, subcontratas, personal externo
autorizado o incluso mandos intermedios. Este tipo de conductas
suele ser mas dificil de detectar que el hurto externo, ya que el
autor conoce los procedimientos internos, dispone de acceso
autorizado a zonas restringidas y sabe cédmo evitar controles
visibles. Importancia de la proteccién comercial en el robo
interno

La proteccién comercial no se limita a la presencia de vigilantes.
Incluye un enfoque integral basado en la prevencién, la
deteccion temprana, la investigacion y la actuacion
proporcionada y legal. Un sistema eficaz permite reducir
pérdidas econdmicas, proteger la imagen corporativa, evitar
conflictos laborales innecesarios y garantizar la seguridad
juridica de la empresa. Marco legal: la Ley de Seguridad Privada
La actuacion frente al robo interno debe realizarse siempre
dentro del marco legal establecido por la Ley 5/2014, de 4 de
abril, de Seguridad Privada, que regula las funciones, limites y
responsabilidades del personal de seguridad privada en Espafia.

Esta ley establece, entre otros aspectos, las funciones del
vigilante de seguridad en la proteccion de bienes y personas, la
obligacion de actuar con proporcionalidad, congruencia y
oportunidad, la colaboracion con las Fuerzas y Cuerpos de
Seguridad y el respeto estricto a los derechos fundamentales,
especialmente la intimidad, el honor y la proteccién de datos.

El papel clave de los departamentos de seguridad Los
departamentos de seguridad son el eje vertebrador de la
proteccién comercial moderna. Su funcidén va mucho mas alla de
la supervision operativa y debe incluir el analisis
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www.seguridadyempleo.com

de riesgos especificos de robo interno, el disefio de protocolos de
actuacion, la coordinacion con recursos humanos y asesoria juridica,
la supervision de empresas de seguridad contratadas y la formacion
y concienciacion del personal. La figura del Director o Jefe de
Seguridad resulta esencial para garantizar que las actuaciones se
ajusten a la legalidad y a los objetivos estratégicos de la empresa.
Coordinacion con las empresas de seguridad privada La
colaboracién entre el departamento de seguridad de la empresa
cliente y la empresa de seguridad privada debe ser constante y
estructurada. Una mala coordinacion genera vacios de
responsabilidad, actuaciones improvisadas y riesgos legales
innecesarios. Es fundamental que exista un servicio claramente
definido, consignas escritas y actualizadas, canales de comunicacién
directos y procedimientos de reporte e incidencia.

El vigilante de seguridad en la proteccion comercial El vigilante
de seguridad es la figura operativa clave en la detecciéon del robo
interno. Su labor debe basarse en la observaciéon profesional,
nunca en suposiciones o prejuicios. Entre sus funciones
destacan el control de accesos y salidas, la vigilancia discreta de
zonas sensibles, la deteccion de comportamientos anémalos, la
comunicaciéon inmediata de indicios al responsable del servicio y
la intervenciéon inicamente cuando exista causa legal suficiente.
Protocolos de actuacién ante el robo interno Un protocolo eficaz
debe contemplar la deteccion de indicios objetivos, la
comunicacion interna al responsable designado, la verificacion
de los hechos evitando actuaciones precipitadas, la actuacion
ajustada a la legalidad y la correcta documentacion mediante
partes de incidencias detallados, objetivos y profesionales.

Prevencion como herramienta estratégica La experiencia
demuestra que la prevenciéon es la medida mas eficaz frente al
robo interno. Entre las buenas practicas destacan la formaciéon
continua en ética y seguridad, la existencia de protocolos claros
y conocidos, la separacion de funciones criticas, las auditorias
internas periédicas y una presencia visible pero profesional de
la seguridad



LA RESPONSABILIDAD DEL

DIRECTOR DE SEGURIDAD DURANTE
UNA CATASTROFE

Edicion propiedad de @MetroRisk, asociacion

Abraham Santana Herrera
Director de seguridad. Perito

En el momento en que una catastrofe irrumpe, ya sea natural,
tecnolégica, sanitaria o social, la estructura formal de una
organizacion se somete a una prueba extrema. Los procedimientos se
tensionan, la cadena de mando se fragmenta, la informacion se vuelve
confusa y el tiempo adquiere un valor critico. Es precisamente en ese
escenario donde la figura del Director de Seguridad deja de ser un
gestor de sistemas para convertirse en un responsable estratégico de
continuidad, proteccion y toma de decisiones bajo incertidumbre. Su
funcidn no es reactiva, es estructural; no se activa solo cuando ocurre
el desastre, sino que se manifiesta como resultado de una
planificacion previa correctamente integrada en el gobierno de la
organizacion.

Durante una catastrofe, el Director de Seguridad asume la La coordinacion externa es otro de los pilares de su responsabilidad.
responsabilidad de coordinar la respuesta global de proteccién En una emergencia real, la organizacién deja de ser un ente aislado y
de personas, activos e informacion, actuando como nexo entre la pasa a integrarse en un sistema de respuesta mayor, donde
direcciéon general, los equipos operativos y las autoridades  intervienen fuerzas de seguridad, servicios de emergencia,
externas. proteccion civil, autoridades locales y organismos reguladores. El
Director de Seguridad es el interlocutor natural con estas entidades,
Su posicidén en el organigrama no es operativa, sino directiva, lo el responsable de proporcionar informacion fiable, de canalizar
que le permite disponer de visién transversal sobre recursos,  Ordenesy de garantizar que la actuacion de la empresa se alinee con
vulnerabilidades y dependencias criticas. En organizaciones los planes publicos de emergencia. Su legitimidad para hacerlo nace
maduras, el Director de Seguridad forma parte del comité de  de su posicidén en el organigrama y de su preparacion técnica, no de
crisis y reporta directamente a la alta direccion, porque sus la improvisacion.
decisiones afectan de manera inmediata a la vida de las
personas, a la reputacion corporativa y a la viabilidad del negocio. En grandes empresas, ademas, su papel se extiende a la gestion de
la comunicacion interna de seguridad, evitando el panico, los
A diferencia de otros responsables funcionales, el Director de  rumores y las decisiones individuales no coordinadas. La forma en
Seguridad trabaja con escenarios de baja probabilidad y alto  que una organizacién comunica durante una catastrofe puede ser
impacto, donde el error no es corregible y el margen de  tan decisiva como la propia respuesta operativa. Por ello, el Director
improvisacion es minimo. En una catastrofe, su rol se centra en  de Seguridad actia también como regulador del comportamiento
activar los planes de autoproteccion, continuidad y contingencias, colectivo, asegurando que las personas sepan qué hacer, cuando
priorizar objetivos de proteccion, garantizar la evacuacién o hacerlo y a quién obedecer, incluso en escenarios de alta tension
confinamiento de personas, asegurar la integridad de  emocional.
instalaciones estratégicas y mantener la operatividad de los

sistemas criticos. Pero, sobre todo, su responsabilidad principal La responsabilidad del Director de Seguridad durante una catastrofe
es evitar el colapso organizativo, manteniendo la estructura de no termina cuando el incidente se controla. Tras la emergencia,
mando, la coherencia de la informacién y la disciplina operativa lidera la fase de analisis, reconstruccion y aprendizaje, evaluando
cuando el entorno tiende al caos. fallos, actualizando planes y fortaleciendo la resiliencia futura. En

este sentido, su funcidén no es solo proteger, sino garantizar que la
Dentro del organigrama, el Director de Seguridad actia como  organizacidn salga reforzada, con procesos mas sélidos y una cultura
figura de estabilizacion, capaz de traducir el riesgo en decisiones  de seguridad mas madura.
ejecutables. Su conocimiento previo del negocio, de las personas
y de los procesos le permite evaluar rapidamente qué puede Entender al Director de Seguridad como un cargo secundario o
detenerse, qué debe continuar y qué debe protegerse a toda meramente técnico es un error que solo se hace visible cuando ya es
costa. Esta capacidad no se improvisa: se construye a través de  demasiado tarde. En una catastrofe, este profesional se convierte en
analisis de riesgo, simulacros, auditorias, planes de resilienciay = uno de los pocos roles capaces de aportar orden, coherencia y
una relacion constante con todos los departamentos de la continuidad en medio de la incertidumbre. No es un gestor de
empresa. Cuando la catastrofe ocurre, el Director de Seguridad alarmas ni un supervisor de vigilantes; es un arquitecto de la
no pregunta qué hacer: ya lo sabe, y su obligacion es hacerlo  resiliencia organizativa, y su lugar natural esta en el nucleo de la
ejecutar. toma de decisiones estratégicas de cualquier empresa que aspire a

sobrevivir a lo imprevisible.



COMO ACTUAN LAS COMPANIAS
DE SEGUROS ANTE UNA

CATASTROFE
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Alina Rubio de las Casas
Experta en Seguros Generales

Quien nunca ha vivido una catastrofe desde dentro del sector asegurador suele
pensar que la respuesta de una compaiia de seguros se limita a pagar siniestros. La
realidad es muy distinta. Cuando ocurre una catastrofe, un terremoto, una
inundacién, un incendio masivo, una pandemia, un apagén generalizado o un
colapso tecnolégico, lo que se activa no es un simple proceso de tramitacion, sino
una maquinaria compleja de gestion del riesgo, continuidad operativa y proteccion
financiera del sistema. Para una aseguradora, una catastrofe no es solo un evento
que genera pérdidas, es un test de solvencia, confianza y resiliencia.

En el primer momento, la prioridad absoluta de una compafiia es
mantener su capacidad operativa. Si la aseguradora no puede
seguir funcionando, no puede cumplir su funcién social ni
contractual. Por eso, antes incluso de analizar dafos, se activan
los planes de continuidad de negocio, se protege a los
empleados, se asegura la integridad de los sistemas de
informaciéon 'y se establecen canales de comunicacion
alternativos. La catastrofe no detiene la obligacion de responder;
al contrario, la multiplica.

Pero hay algo que diferencia a una aseguradora sélida de una
simplemente solvente: la forma en que acompafia al asegurado. En
una catastrofe, las personas no necesitan solo dinero, necesitan
orientacion, claridad y sensacion de respaldo. Por eso, las compafiias
mas avanzadas priorizan la comunicacion transparente, la empatia
en la atencidn y la simplificacidn de procesos. Resolver no es solo
indemnizar, es ayudar a reconstruir, a reabrir, a volver a la
normalidad lo antes posible.

Paralelamente, se pone en marcha la estructura de gestion de
siniestros catastroficos, que no funciona como una tramitacion
ordinaria. Se despliegan equipos especializados, se refuerzan
centros de atencion, se habilitan procedimientos simplificados y
se toman decisiones de alcance masivo, porque en una catastrofe
el tiempo es tan importante como el dinero. La rapidez en la
respuesta no es solo un servicio al cliente: es una medida de
contencion del impacto social y econdmico. Cada dia de retraso
en una indemnizacién es un dia mas de bloqueo para una familia,
una empresa o una comunidad entera.

Una vez superada la fase mas critica, comienza un trabajo
menos visible pero esencial: el analisis. Cada catastrofe deja
lecciones, datos, fallos y nuevas variables de riesgo. Las
aseguradoras revisan modelos, actualizan tarifas, redefinen
coberturas y ajustan criterios de suscripcion. Asi es como el
sector aprende, evoluciona y se prepara para el siguiente
evento, porque en gestion del riesgo no existe el “nunca mas”,
solo el “mejor preparados”.

Uno de los aspectos menos visibles, pero mas criticos, es la
gestion del equilibrio entre solvencia y respuesta. Las
aseguradoras operan con modelos actuariales que prevén
eventos extremos, reaseguros internacionales y provisiones
técnicas disefiadas precisamente para estos escenarios. Cuando
la catastrofe se produce, esos modelos se ponen a prueba en

Desde dentro del seguro, una catastrofe no se vive como un
fracaso del sistema, sino como la raz6n misma de su existencia.
El seguro esta disefiado para responder cuando todo lo demas

tiempo real. Las decisiones no pueden ser impulsivas: deben
garantizar que se atienda al mayor nimero de afectados posible
sin comprometer la estabilidad futura de la entidad. Por eso,

falla. Y su verdadera funcion no es evitar el desastre, sino
impedir que el desastre destruya el tejido econémico y social.
Esa es la responsabilidad silenciosa que asumimos cada vez que

cada actuacion esta medida, auditada y alineada con criterios
regulatorios muy estrictos.

Al mismo tiempo, las compafias trabajan en coordinacion
constante con  administraciones  publicas, consorcios,
reaseguradoras y autoridades supervisoras. La catastrofe rompe
la frontera entre lo privado y lo publico, y obliga a construir una
respuesta conjunta. En muchos paises, como en Espafia con el
Consorcio de Compensacion de Seguros, esta colaboracion es
clave para cubrir riesgos extraordinarios que el mercado privado
no puede asumir en solitario. En esos momentos, el seguro deja
de ser un producto y se convierte en infraestructura financiera de
emergencia.

ocurre lo impensable

Protejo lo que mas importa: tu patrimonio,
tu familia y tu tranquilidad.

O GRUPO BORRERO



GALINDDO
BENLLOCH

Somos expertos en compliance penal, prevencion del blanqueo de capitales y
seguridad de la informacion. Prestamos servicios de Cumplimiento normativo
ofreciéndote la solucion mas eficaz, rentable y confidencial, a través de un
equipo de profesionales que te acompafiaran en todo momento.

Nuestra especialidad es la elaboracion de informes periciales enfocados a la
recuperacion de activos sustraidos mediante técnicas de ingenieria social
(estafas informaticas), tanto en dinero tradicional, como en Criptomonedas.
Nuestros casos de éxito ante los tribunales de justicia nos avalan.

La orientacion al cliente no es solo una palabra para nosotros, por eso
siempre nos ajustaremos al presupuesto y tamano de tu empresa.

Unidad de accion

CIERRA EL CIRCULO CON GALINDO BENLLOCH

GALINDO
BENLLOCH

FORMACION

Es el nexo de todos nuestros principios. Obtenemos informacion de
la empresa y la analizamos, asi como aportamos-el conoclmento
necesario. Con el resultado de ambas lo convertimosen formacion
continua totalmente personalizada. Mediante la cual, generamos

conocimiento y valor a toda la plantilla, partes y contra partes

PREVENCION

Te ayudamos a anticiparte a incumphmientos regulatorios y riesgos
empresariales. Cumpliendo con la ley de prevencion del blanqueo
de capitales, seguridad de la informacion, responsabilidad penal de
persona juridica, fraude interno y externo, ciberdelitos y delitos

econ |j-1-|"i ICOS5.

DETECCION

Implementamos procesos y alertas tempranas para situarnos con
ventaja en la toma de decisiones. Ya que esta informacion sera vital
para nuestras acciones posteriores. Bien comunicando a los
organismos reguladores o judiciales pertinentes, o bien
cumpliendo con las obligaciones internas de conservacion.

INVESTIGACION

Investigamos todos las sospechas o indicios de incumplimiento
regulatorio o de la presunta comision de un delito, para
salvaguardar la responsabilidad empresarial de los mismos. Los
resultados se vuelcan en un informe técnico pericial con valor
probatono en las jurisdicciones pertinentes. Haciendo hincapie en
las investigaciones internas derivadas de las denuncias interpuestas
en los sistemas internos de informacion. Donde un tercero

independiente garantiza la solidez de la investigacion interna.

SEGURIDAD INTEGRAL

Realizamos consultoria de seguridad fisica, logica y cibernética
Para nosotros |a unidad de accion s un principio fundamental
como prestadores de servicios. Uniendo en un solo proveedor |os
servicios de Ciberseguridad, seguridad fisica y logica.

Para mas informacion visita galindobenlloch.com o escribenos a gestion@galindobenlloch.com




MAS VALE PREVENIR

OUE LAMENTAR
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Elena de la Parte

El inicio de este 2026 nos ha recordado de la forma mas dolor dolorosa que la
seguridad nunca es producto del azar. El siniestro en la discoteca “Le
Constellation”, que ha fulminado con la vida de mas de 40 jovenes no es un
simple infortunio, sino el resultado de una quiebra sistematica de la Prevencidn
De Riesgos Laborales. (PRL). En la organizacion de eventos y protocolos. << Afio
Nuevo, Vida nueva. Si se carece de control e inspeccidon y estas se omiten la
tragedia se admiten>> << Bengala en mano. Inspeccion ausente. Brindis de hoy
luto, para siempre>>

En la editorial de enero de 2026 la seguridad no admite pausas.
Porque el fuego no entiende de calendarios. Desde esta editorial
enviamos todas nuestras condolencias a todos los fallecidos y
familias afectadas. D.E.P - R.I.P. Como adverti, en la editorial de
diciembre de 2025, << Los invito a cerrar 2025 con la conviccién
de que solo una estrategia cohesionada, consciente y resiliente
nos permitird liderar el 2026. jQue tengan unas fiestas
inspiradoras y un 2026 de integracion total'>> Hoy ante esta
tragedia de Crans-Montana, esa advertencia cobra un peso
desgarrador. “Reflexionemos un poquitin sobre la importancia
vital e insustituible de la proteccion humana”. Iniciamos este 2026
bajo un paradigma de seguridad que ya no permite la reactividad.
El despliegue de los nuevos desafios globales geopoliticos e
internacionales nos obligan a transitar de una mentalidad de
proteccién de activos hacia una soberania operativa total. Este
afilo no se trata de sobrevivir al cambio, sino de disefar la
arquitectura necesaria para liderar y sobrevivir.

La seguridad actualmente no es un departamento, es él; pulso,
pulmén y el corazén de la organizacién. Tras haber blindado
nuestras estructuras y demostrado nuestra capacidad de
respuesta ante lo inevitable. Entramos en un ciclo donde la
cohesidn tactica y la conciencia del riesgo son las uUnicas divisas
de valor. El liderazgo que este tiempo demanda es el que no se
detiene, en el cumplimiento legal, sino que busca la excelencia en
la prevencidon y en la integridad en la ejecucion. La catastrofe
acontecida el dia 1 de enero 2026, en Suiza en 'Le Constellation’,
ha dejado un vacio y un gran duelo, en la vida de muchas
familias.

Analisis Pericial. La investigacion de la Fiscalia de Valais,
confirma nuestras peores sospechas. El local operaba tras cinco
afnos sin inspecciones de seguridad obligatorias. Este vacio
administrativo permitié el uso de espuma acustica altamente
inflamable en techos y la manipulacion temeraria de bengalas en
las botellas de champan en un espacio y recinto cerrado. Desde
mi perspectiva pericial este caso invalida cualquier defensa de
“inevitabilidad”. Organizacion, institucion u empresa. Ignora la
trazabilidad documental y el fallo en los protocolos de
evacuacion. Estos parches y vulnerabilidades de alto riesgo
derivaron en una estampida mortal, la responsabilidad penal por
homicidio involuntario es la Unica via de Justicia. "No podemos
permitir que el beneficio econdmico opaque el deber de garante,
es decir la premisa fundamental, es proteger a los clientes y
cumplir con el deber de honestidad y transparencia. Cumpliendo
con el bienestar social, los valores éticos o la responsabilidad
publica-privada.

rte

La narrativa institucional debe dejar constancia de que los hechos
acontecidos superan cualquier medida de control razonable
resultando técnica y operativamente imprevisibles. Resulta critico
por tanto sustentar nuestra defensa en una cultura de evidencia
probatoria, que demuestre que se actué bajo los mas altos
estandares de responsabilidad protegiendo la integridad juridica de
la organizacién ante posibles reclamaciones. Resulta vital evidenciar
la inevitabilidad del suceso. Subrayando que éste se situa fuera de
los limites de control de nuestras infraestructuras. La capacidad de
defensa de la organizacibn y demandas judiciales dependera
directamente de la solidez de sus registros. Demostrar que se ha
cumplido con el deber de cuidado, no solo es una cuestion de ética,
sino una estrategia de supervivencia legal fundamentada en pruebas
objetivas. La seguridad es el Unico motor que permite la innovaciény
el crecimiento sostenible.

Que la tragedia de Crans Montana sea el ultimo aviso en 2026, el
compromiso con la vida debe ser absoluto. En este sentido la
prevencion de riesgos tendra los siguientes pasos:

e Evaluacion de las areas de riesgo.

e Plan de reduccion de riesgos.

e Monitoreo de los riesgos analizados

e Respuesta ante los riesgos.

e Reposicidony recuperacion.




En Suiza la prevencion de riesgos y la seguridad no se rigen por
una sola ley de paraguas como en otros paises, sino que se
asientan sobre dos pilares legales fundamentales que todo
experto en seguridad debe conocer para operar con deontologia
profesional. En Espafia, en eventos es necesario contar con
personal de seguridad para garantizar que se cumplen las
normas y reforzar la seguridad ante imprevistos. Los vigilantes de
seguridad con o sin arma, trabajan en la vigilancia general de los
locales y bienes en los que se organizan los eventos, protegiendo
a las personas y a la propiedad de hechos delictivos o
infracciones.

En Espafia esta registrado y documentado en;
e Ley 31/1995, de 8 de noviembre, de Prevencién de Riesgos
Laborales.
e Real Decreto 513/2017 que aprueba el Reglamento de
 Instalaciones de proteccion contra incendios.
e Codigo Técnico de la Edificacion (CTE), Documento Basico
e Seguridad en caso de Incendio (SI).

Ante hechos de esta naturaleza, el personal de seguridad actua
en consecuencia cumpliendo con sus funciones y con la
legislacion vigente en materia de seguridad privada que
responde a la Ley de 5/2014, de 4 de abril, de seguridad privada y
Real Decreto 2364/1994 de 9 de diciembre, qué aprueba el
Reglamento de Seguridad Privada. Los sistemas de proteccion
contra incendios. Se suelen clasificar en proteccién pasiva y
proteccion activa, y deben estar complementarios por medidas
organizativas y de mantenimiento. Abarcan tanto los medios
materiales como organizativos que permiten:

e Prevenir.

e Detectar.

e Controlar.

e Extinguir un incendio antes de que se propague y cause

dafios personales o materiales de consideracion

1- Protocolos y procedimientos de actuacion 1 -Planificacion previa:
es fundamental desarrollar protocolos especificos para cada
instalacion:

e |dentificacién de puntos criticos de corte de suministro.

e Formacidén del personal en técnicas de manipulacion segura.

e Preparacion de equipos y herramientas especializadas.
2- Coordinacién durante la emergencia: La eliminacién del
combustible requiere acciones coordinadas:

e Comunicacién clara entre equipos. * Secuenciacién adecuada de

las acciones.
e Monitorizacion constante de las condiciones.

Ejemplo practico: En las instalaciones industriales, los planos de la
instalacion deben incluir claramente la ubicacién de todas las
valvulas de corte y puntos de aislamiento, con cédigos de color
segun el tipo de fluido y copias de estos, planos que deben estar
accesibles tanto para los equipos internos como para los servicios de
emergencia externos.

3- Evaluacidén posterior: tras un incendio donde se haya utilizado
este método, es importante:
e Revisar la efectividad de las acciones realizadas.
e Analizar posibles mejoras en los protocolos.
e Actualizar la formacién del personal segun las
aprendidas.

lecciones

Consejo profesional: Implementa un sistema de "tarjetas de
aislamiento" para instalaciones complejas. Cada valvula o punto de
corte debe tener una tarjeta numerada qué se recoge al activarla,
permitiendo contabilizar rapidamente qué sistemas han sido
aislados durante la emergencia.

Las Fases de los incendios

A= Alertar

P= Proteger

A= Avisar

G= Garantizar

A= Actuar Dar la alarma a uno mismo y a los demas. Llamar al 112.La
evacuacion.

Si estas capacitado y no hay riesgo. PAS. Proteger, Avisar y Socorrer.
<> Prevencion de Riesgos Laborales en Suiza: 1 La ley sobre el
trabajo (ARG): Es la norma de referencia para la proteccion de la
salud y la higiene. Se centra en las condiciones del entorno laboral;
lluminacion, ruido ventilacién ergonomia, CPTDE Neuroarquitectura,
en la organizacion y optimizacién del tiempo, temporizacion y
proteccion.

Cumplimiento. Obliga al; encargado, responsable, gerente, CEO, o el
equipo de Primera Intervencion, a tomar todas las medidas
necesarias para proteger y custodiar la integridad fisica y psiquica de
los trabajadores segun el estado de la técnica.
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2 La Ley Federal sobre el seguro de accidentes (UVG): Este es el
Pilar técnico para la seguridad técnica y la prevencion de
siniestros e incidencias. El enfoque. Regula la prevencién de
accidentes laborales y enfermedades profesionales del
organismo clave (SUVA).

La mayoria de las empresas estan vinculadas a la (SUVA) La Caja
Nacional de Suiza de seguro de accidentes, qué no solo asegura,
sino que actua como una autoridad inspectora. Es la normativa
técnica especifica que obliga a las empresas con ciertos niveles
de riesgo a recurrir a especialistas en seguridad. “Desde mi rol en
seguridad el punto critico legal en este suceso no es solo la falta
de inspecciones desde 2019, sino el incumplimiento de las
ordenanzas de prevencion de incendios (AEAI). En Suiza las
normas de la (AEA)I, Asociacion de establecimientos de seguro
contra incendios son de cumplimiento obligatorio y establecen lo
siguiente:

1. Mantenimiento. Los sistemas de deteccion de detencion y
extincion de incendios deben ser revisados peridodicamente
generalmente cada 1 o 2 afios.

2. Carga de fuego. "La carga de fuego es uno de los parametros
fundamentales para determinar las medidas de proteccidon
necesarias segun el Reglamento de Seguridad contra Incendios
en los Establecimientos Industriales (RSCIEI)”. Real Decreto
2267/2004.

El uso de materiales inflamables en techos y paredes como
ocurrio, en esta discoteca estd estrictamente regulado vy
prohibido en locales de alta concurrencia si no son ignifugos.
Nota pericial. En el marco legal suizo si se demuestra que la
empresa ignord estas normativas técnicas, el argumento de
fuerza mayor o viabilidad cae por completo activando la
responsabilidad penal de los administradores.

Prevencion de riesgos laborales (SST) (PRL). En Suiza la
seguridad en el trabajo se apoya en una estructura dual ley de
trabajo y ley de seguros. Loi sur le Travail. Ley del Trabajo. Ley de
seguro de accidentes. - (En idioma francés); Loi sur I'assurance -
Accidents (LAA). - Loi sur le travail (LTR)- Ley del trabajo: 5 -
Articulo 6: Establece la obligacién general del empleador de
tomar todas las medidas necesarias para proteger la salud fisica y
psiquica de los trabajadores basandose en la experiencia y el
estado de la técnica.

- Ordonnance 3 (OLT 3): Detalla las normas de higiene y
ergonomia. El Articulo 2 Obliga a la prevencién de riesgos (PRL) y
a la preparacién para emergencias.

- Loi sur I'Assurance-Accidentés (LAA).

Ley de seguro de accidentes : - Ley de seguro de accidentes. - (En
idioma francés); Loi sur I'assurance -Accidents (LAA).

- Ley de seguro de accidentes. - (En idioma francés); Loi sur
I'assurance -Accidents (LAA).

- Articulo 82. Es el articulo clave para la seguridad técnica. obliga
al Organizador CEO y responsables en su caso a prevenir
accidentes profesionales colaborando con organismos como la
SUVA. - Directiva EKAS 6508 (msst): Obliga a las empresas con
riesgos especiales a recurrir a especialistas para disefiar su
sistema y protocolo de gestion y de seguridad.

i S et

Prevencion y extinciéon de incendios. Suiza no tiene una ley de
incendios Unica sino un sistema Inter cantonal vinculante: Normas
AEAI, Asociacion de establecimientos de seguro contra incendios.
Son de obligado cumplimiento en todo el pais.

Norma de proteccion contra incendios 1-15. Define los objetivos de
produccion evacuacion segura y limitacion de la propagacion.
Directiva 13-15 Materiales de construccion. Regula estrictamente, el
uso de materiales inflamables.

En el caso que nos compite son; las bengalas o espumas acusticas de
la discoteca en el incidente mencionado. Directiva 16-15 Vias de
evacuacion. Establecer dimensiones y sefializacion de las salidas de
emergencia.

Organizacion de eventos y protocolos. La regulacion de eventos es
principalmente cantonal y municipal, pero se rige en: Loi sur les
Auberges et Débits de Boissons (Ley de hosteleria y hoteleria). Cada
cantén tiene su version Ejemplo la ley del Balais o de Ginebra que
exige: Aforo maximo. Este no puede cederse en ninguna
circunstancia Planes de emergencia. Deben ser aprobados por la
policia del comercio y los bomberos para obtener la licencia de
explotacion. La defensa basada en la “Inevitabilidad”, queda
invalidada si se demuestra el incumplimiento del Art 82 (LAA) o las
directivas (AEAl). La seguridad suiza, no es social es una
responsabilidad penal directa de la gerencia.

El Cédigo Penal suizo (CP):
recoge en los Articulos 117 Homicidio por negligencia
Articulo 125-Lesiones por negligencia

Ambos articulos son los que se aplican penalmente cuando los
protocolos anteriores fallan como en la investigacién actual del
incendio acontecido. La Unica defensa juridica inexpugnable ante un
tribunal suizo es la capacidad de demostrar en los registros vy
auditorias vigentes. Qué se hizo todo lo técnicamente posible para
prevenir el riesgo.

¢Esto ha ocurrido asi?

En un ecosistema de amenazas en constante metamorfosis la
seguridad deja de ser un perimetro estatico para convertirse en el
tejido vivo de la resiliencia organizacional. No se trata solo de resistir
el impacto sino de evolucionar a través de él. Mas alla de los
protocolos y la vanguardia tecnoldgica. La seguridad es un
compromiso ético y negociable, es la arquitectura invisible que
sostiene la confianza en cada una de nuestras interacciones.

Es imperativo acreditar que el incidente trasciende en el radio de
accion de la entidad derivado de factores exdgenos e inevitables, Por
consiguiente; la organizacion debe mantener una trazabilidad
documental exhaustiva que certifique el cumplimiento diligente de
sus obligaciones constituyéndose una defensa sélida e inexpugnable
ante cualquier proceso de arbitraje o litigio legal.



Segun fuentes oficiales, hemos leido en; prensa, redes sociales,
comunicacién via digital y tv. El suceso fue originado por bengalas
ubicadas en el interior de botellas de champan, velas y demas
articulos festivos y peligrosos, y prohibitivos, en el interior de la
discoteca, acontecido en Suiza, que fue por un proceso de
deflagracion. Es decir; es una combustion rapida con velocidad de
propagaciéon subsénica (menor que la velocidad del sonido).
Produce ondas de presion y llamas. Después de esta deflagracion
se produce la detonaciéon. Es una combustiéon extremadamente
rapida, con velocidad de propagacion supersdnica (mayor que la
velocidad del sonido). Genera una onda de choque destructivo.
Los tipos de combustidn existentes son los siguientes:

1. Combustién completa.

2. Combustion incompleta.

3. Combustion estequiométrica.
4, Combustion lenta u oxidacion
5. Deflagracion.

6. Detonacion.

Decalogo 2026: Liderazgo y compromiso total con la seguridad.

e 1. Cultura de prevencion activa: La seguridad no es un manual
acumulando polvo en un estante es un proceso vivo que se
respira en cada nivel de la organizacién desde el alta en
direccion hasta la base operativa.

e 2. Diligencia debida como estandar: Cumplir la ley (LAA / LTr)
Es el minimo. La excelencia reside en anticipar el riesgo antes
de que se convierta una cifra estadistica o un titular tragico de
prensa

e 3 Trazabilidad documental inexpugnable: Lo que no esta
registrado no existe Mantener una auditoria constante de
inspecciones y protocolos es nuestra unica defensa real ante
la justicia.

e 4 Inversion en resiliencia. El presupuesto en seguridad no es
un gasto es la prima de seguro que garantiza la continuidad
del negocio y la proteccion de la reputacion institucional.

e 5. Responsabilidad no delegable. El liderazgo asume la
seguridad como un compromiso ético penal y personal.
Delegar la tarea no significa eximirse de la responsabilidad de
supervision.

e 6. Capacitacion continua y critica. Ante un escenario de
amenazas que evolucionan como el uso de las nuevas
tecnologias TIC e IA. La formacién y la concienciacidén debe ser
constante técnica y cada vez mas rigurosa.

e 7. Soberania de datos e informacion. Proteger nuestros
activos digitales es tan critico como blindar nuestras
estructuras fisicas la seguridad es un concepto actualmente
360°.

o 8. Gestidon de la evidencia. En caso de crisis la transparencia y
la disponibilidad de datos probatorios son los que diferencian
a una organizacion responsable de una negligente.

* 9. Protocolos de respuesta inmediata. No basta con saber qué
hacer Hay que haberlo entrenado. La capacidad de reaccion Y
actuacion tiene que ser innata. La velocidad de reaccién es el
factor determinante entre un incidente controlado y una
catastrofe y tragedia incontrolada.

e 10 Compromiso con la integracién total. S6lo una estrategia
donde la seguridad y el CPT de esté integrado en el ADN de
cada proyecto nos permitira liderar este 2026 con autoridad y
confianza.

Este decalogo no es una sugerencia es nuestro pacto de
integridad para el afio 2026 en un mundo donde lo inevitable
puede suceder nuestra unica respuesta valida es la preparacion
absoluta avancemos este 2026 con la determinacion de ser el
estandar de seguridad que el futuro exige.

Consejo profesional. Al disefiar la proteccién contra incendios
para un CPTED, considera no solo la sala principal sino también
los espacios técnicos auxiliares, o canalizaciones de; cables,
falsos suelos y techos, donde muchos incendios se inician y
propagan antes de ser detectados en la sala principal.

La seguridad de las personas siempre debe ser la prioridad. Si
las circunstancias lo permiten antes de utilizar métodos de
sofocacion que puedan reducir el oxigeno en un espacio,
asegurate de que todas las personas han sido evacuadas. En el
sistema de extincion de incendios: <>

<< La trazabilidad y el conocimiento técnico son nuestra unica
defensa real: son el puente que separa un conato mitigado a
tiempo de una catastrofe que el calendario nunca podra
olvidar.>>




LA FALSA SENSACION DE
SEGURIDAD EN EL USO DE DRONES:

CUANDO LA TECNOLOGIA EXISTE,
PERO NO SE INTEGRA

Edicion propiedad de @MetroRisk, asociacion

Carlos Miguel Ortiz

La irrupcion de los drones (UAS) en el ambito de la seguridad
privada ha sido rapida y, en muchos casos, poco reflexiva. Lo que
comenzé como una herramienta puntual para apoyo visual se ha
convertido en un elemento casi imprescindible en determinados
entornos: vigilancia perimetral, supervision de eventos
multitudinarios, proteccion de infraestructuras criticas o apoyo
a rondas de seguridad

Sin embargo, esta expansion ha traido consigo un riesgo menos

visible pero especialmente relevante desde el punto de vista de la

gestion del riesgo: la falsa sensacién de seguridad. Disponer de &f”%"”':iw
drones, licencias y equipos avanzados no garantiza una mayor e
proteccidn si estos sistemas no estan correctamente integrados

en los procedimientos, en el factor humano y en el marco °
normativo que los regula. La seguridad no falla por falta de
tecnologia, sino por exceso de confianza en ella. Drones
incorporados como elemento simbdlico de seguridad En no pocas
organizaciones, el dron se ha convertido en un simbolo de
modernidad y control. Su presencia transmite una imagen de
vigilancia avanzada tanto a clientes como a usuarios finales. No
obstante, esta visibilidad puede ocultar carencias importantes en
la planificacion real de su uso.
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El dron se adquiere, se registra como operador, se forma a uno o
varios pilotos y se da por resuelta la necesidad. Pero sin una
definicidon clara de escenarios operativos, criterios de activacién y
responsabilidades, el UAS queda relegado a un uso ocasional,
improvisado o meramente disuasorio. Desde el punto de vista
normativo, esta aproximacién es especialmente peligrosa. La
normativa europea y nacional exige que toda operacion esté
justificada, evaluada y ejecutada conforme a unos parametros
concretos. Volar “porque se puede” o “porque esta disponible” no
es un criterio operativo valido y puede derivar en
incumplimientos graves. El marco normativo: un pilar ignorado en
la percepcion de seguridad Uno de los factores que mas
contribuyen a la falsa sensacibn de seguridad es el
desconocimiento —o la infravaloracion— del marco normativo
que regula el uso de drones. El Reglamento (UE) 2019/947, junto
con su aplicacién por parte de AESA en Espafa, establece un
enfoque basado en el riesgo. Esto implica que no todas las
operaciones son iguales ni pueden tratarse como rutinarias.
Categoria operacional, entorno, tipo de vuelo, personas
expuestas y finalidad del uso son elementos que deben analizarse
antes de cada operacion. Cuando la normativa se percibe como
un obstaculo y no como una herramienta de gestion del riesgo, se
generan practicas peligrosas:

Planes de autoproteccion desconectados de la operacion UAS

El plan de autoproteccion deberia ser el documento que articule
todos los medios de seguridad disponibles. Sin embargo, en muchos
casos, el dron aparece de forma testimonial, sin una integracion real.
No se definen con precision los supuestos en los que se autoriza el
vuelo, ni los limites operativos, ni la relacion con otros sistemas
como CCTV, control de accesos o seguridad fisica. Tampoco se
contemplan escenarios de fallo: pérdida de sefal, incidente aéreo o
conflicto con terceros. Esta desconexién genera una ilusion de
cobertura: el dron estd contemplado en el plan, pero no esta
preparado para actuar de forma eficaz y segura cuando la situacion
lo exige.

Formacion y entrenamiento: mas alla de la certificacion Otro de
los grandes malentendidos en el uso de drones en seguridad es
confundir certificacion con capacitacion operativa. Obtener Ia
titulaciédn como piloto es un requisito indispensable, pero claramente
insuficiente. La operacion en entornos de seguridad exige:

e Conocimiento del contexto operativo

e Capacidad de toma de decisiones bajo presion

e Coordinacion con equipos terrestres

e Dominio de los limites legales de la captacién de imagenes

Operaciones fuera del escenario autorizado

Uso del dron en entornos urbanos sin analisis previo
Falta de coordinacidn con otras entidades
Deficiencias en la proteccion de datos

Sin entrenamiento continuo, simulacros y evaluacion de errores, el
dron se convierte en un recurso fragil, dependiente de la
improvisacion del momento. La normativa, ademas, exige que el
operador mantenga la competencia, lo que refuerza la necesidad de
un enfoque formativo continuo.

Cumplir la normativa no es una carga administrativa; es una
medida preventiva esencial.



Privacidad y proteccion de datos: el riesgo invisible

La captacion de imagenes aéreas introduce un riesgo adicional
que a menudo se subestima: la proteccion de datos personales.
En entornos urbanos o eventos, el dron puede captar
informacién sensible de personas no relacionadas con la
operacion de seguridad. La ausencia de protocolos claros sobre:

e Finalidad de la grabacion

e Conservacion de imagenes

e Acceso a los datos

e Informacién a los afectados

No solo supone un incumplimiento normativo, sino que expone a
la organizacién a riesgos legales y reputacionales que pueden
superar cualquier beneficio operativo del vuelo. La falsa
sensacion de seguridad aparece cuando se cree que el valor
preventivo del dron justifica cualquier uso de la imagen, lo cual es
un error grave

La integracion humana: el eslabdn critico La tecnologia aérea
no sustituye al criterio humano. El dron debe integrarse en una
cadena de mando clara, con responsabilidades definidas vy
protocolos de actuacién precisos.

¢Quién autoriza el vuelo? ;Quién interpreta la informaciéon
obtenida? ;Quién decide la actuacién posterior? Sin
respuestas claras a estas preguntas, el dron genera informacion
que no siempre se traduce en accion, o peor aun, en decisiones
erroneas

Auditar la seguridad real: cuando el dron deja de ser
decorativo

Evaluar la eficacia del uso de drones exige ir mas alla de
comprobar registros y licencias. Una auditoria realista
deberia analizar:

* Coherencia entre analisis de riesgos y operaciones UAS

e Adecuaciéon normativa de cada escenario

* Nivel de entrenamiento real del personal

e Integracion con el resto de sistemas de seguridad

e Gestion de errores e incidentes Solo cuando estas

variables estan alineadas puede afirmarse que el dron
aporta seguridad real y no una simple apariencia de
control.

Conclusion:

Del dron como gadget al dron como
herramienta de gestion del riesgo Los
drones son una herramienta potente, pero
también exigente. Su valor en seguridad
no reside en su presencia, sino en su uso
responsable, planificado y legal.

La falsa sensacion de seguridad surge
cuando se confunde disponer de
tecnologia con estar preparados.

En un entorno normativo cada vez mas
estricto y en escenarios operativos
complejos, el dron solo suma cuando se
integra de forma coherente en la gestion
global del riesgo.

En seguridad, como en aviacion, Ila
confianza excesiva es siempre un factor de
riesgo

Carlos Miguel Ortiz
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ESTABLECIMIENTO DE LOS TRES CANALES DE
COMUNICACION MILITAR: UN MODELO DE

RESILIENCIA PARA LA SEGURIDAD CORPORATIVA
GLOBAL.

Edicion propiedad de @MetroRisk, asociacion

Jonatthan Hermida Sosa SAPPC,
SAFPC, ISOC, DAS, CPO, GER.

En el ambito castrense, donde el caos y la incertidumbre son variables constantes, la
eficacia de la comunicacidon no se delega al azar; se disefia meticulosamente como un
sistema nervioso jerarquico y redundante. El procedimiento estandarizado 150-LDR-
5010 del Ejercito de los Estados Unidos de América, “Establecer los Tres Canales de
Comunicacién”, elaborado para operaciones de combate a gran escala, constituye un
tratado avanzado sobre gestion de la informacion bajo presion extrema. Su relevancia,
sin embargo, trasciende el campo de batalla, ofreciendo un marco estructural
profundo y directamente transferible al desafio contemporaneo de la seguridad
corporativa en un entorno empresarial globalizado, digital y perpetuamente
amenazado.

La esencia del modelo militar reside en la segmentacion
disciplinada de los flujos de informacion en tres canales
interdependientes: el canal de mando, el canal del personal y el
canal técnico. El primero representa la columna vertebral de
autoridad, la via vertical por la cual descienden las &6rdenes
estratégicas y asciende la informacidn critica.

En el ecosistema corporativo, este canal se materializa en la
cadena de reporte ejecutivo durante una crisis, siendo el
conducto exclusivo para decisiones que definen el rumbo de la
organizacion frente a un ciberataque, un desastre operativo o
una crisis reputacional. Paralelamente, el canal del personal
opera en los planos horizontal y vertical entre funciones
homologas, facilitando la coordinacion tactica y el soporte
especializado.

Su analogia empresarial son las redes de comunicacién entre
departamentos entre el equipo legal y el de relaciones publicas, o
entre seguridad fisica y ciberseguridad que deben actuar al
unisono para contener un incidente, compartiendo inteligencia y
recursos sin saturar al mando central. Finalmente, el canal
técnico conecta a los especialistas, aquellos cuyo expertise
permite el funcionamiento mismo de los sistemas. En la empresa,
este es el dominio del centro de operaciones de seguridad (SOCQ),
los administradores de infraestructura critica o los equipos de
cumplimiento normativo, que requieren un didlogo fluido y
técnicamente preciso para restaurar servicios o implementar
contramedidas.

La genialidad operativa del marco, no obstante, no radica solo en
la segmentacion, sino en los principios que lo sustentan. El
imperativo de que “la informacion correcta llegue con prontitud a
las personas correctas” es un antidoto contra la sobrecarga
informativa y la fuga de datos, exigiendo una claridad predefinida
sobre qué se comunica, a quién y por qué medio.

Mas crucial aun es el principio de resiliencia codificado en la
doctrina PACE (Primary, Alternate, Contingency, Emergency), que
rechaza la peligrosa dependencia de un solo canal. Exige la
preconfiguracion de vias alternativas y de emergencia, un
concepto que toda corporacion deberia aplicar a sus
comunicaciones criticas, asumiendo que, en el momento de
mayor necesidad, el canal principal estara comprometido o
colapsado.

Complementariamente, el concepto de “crosstalk” autorizado la
comunicacién lateral directa entre mandos subordinados para
agilizar decisiones tacticas sin escalar burocraticamente ofrece una
leccion poderosa en agilidad organizacional. Se trata de empoderar
a los equipos de primera linea de seguridad con protocolos que les
permitan coordinarse autbnomamente dentro de un marco de
reglas claro, acelerando drasticamente la contencién de brechas
mientras la direccion se enfoca en la estrategia global.

La transferencia practica de este modelo al dominio corporativo
implica un ejercicio de diagndstico y reingenieria. Los lideres en
seguridad (CISO) y continuidad del negocio deben comenzar por
cartografiar exhaustivamente los flujos de comunicacion existentes
para incidentes criticos, identificando donde existen, se solapan o,
mas preocupantemente, faltan los equivalentes a los canales de
mando, personal y técnico. Sobre este mapa, es imperativo definir
responsabilidades con precisién militar: quién se comunica con
quién, en qué circunstancias y a través de qué medios (aplicando el
modelo PACE para cada escenario). Posteriormente, la cultura de
resiliencia debe cimentarse mediante simulacros regulares que, de
manera realista, degraden o nieguen los canales de comunicacion
primarios como un ataque de denegacion de servicio a los
servidores de correo o la caida de la red interna forzando a los
equipos a operar con sus protocolos alternativos y de emergencia.
Solo a través de esta practica deliberada se revelaran las fallas y se
robustecera la confianza en el sistema. La rigurosidad del
procedimiento 150-LDR-5010 no es una reliquia de la jerarquia
castrense, sino el producto de lecciones aprendidas en entornos de
auténtica consecuencia. Para la corporacion moderna, navegando en
un paisaje de amenazas hibridas donde un ataque cibernético, una
crisis logistica y un desafio reputacional pueden converger en horas,
adoptar un enfoque tan estructurado para las comunicaciones de
seguridad deja de ser una opcién académica para convertirse en un
imperativo de supervivencia. Implementar este “sistema nervioso”
tripartito, cimentado en la disciplina de la diseminacion, la
redundancia del plan PACE y la agilidad del crosstalk controlado,
construye una capacidad organizacional distintiva: la de mantener la
claridad, el control y la capacidad de decision precisamente cuando
el entorno opera para robarselos. En Ultima instancia, la leccién
militar mas valiosa para la seguridad corporativa es que la
comunicacién eficaz bajo presibn no surge espontaneamente; se
disefia, se practica y se institucionaliza como la piedra angular de la
resiliencia.



SIN SEGURIDAD DEL ESTADO NO
HAY TRANSICION, NI

GOBERNABILIDAD, NI REPUBLICA

Edicion propiedad de @MetroRisk, asociacion

Carlos Enrique Perez Barrios
Director General de GLOBAL
SECURITY ACADEMY USA

Una mirada necesaria para paises que han
perdido su piso institucional

Cuando un pais pierde su piso institucional, denunciar la crisis ya
no es suficiente ni el cambio politico puede seguir siendo una
consigna abstracta. Se requiere, con urgencia, un plan claro, una
ruta coherente y la voluntad de reencontrarse con quienes
poseen los valores, la experiencia y el compromiso republicano
indispensables para reconstruir el pais y sus instituciones, sean
venezolanos del mundo civil, militar o policial.

La Seguridad del Estado suele ser presentada como un concepto
lejano, técnico o reservado a especialistas. Sin embargo, para
sociedades que han vivido el colapso de sus instituciones, la
Seguridad del Estado deja de ser una abstraccidén y se convierte
en una necesidad vital, directamente vinculada con la libertad, la
convivencia, la justicia y la posibilidad misma de reconstruir la
Republica. Tal como he sostenido en trabajos anteriores y en la
entrevista realizada por la periodista Raquel Marcano, no es
posible hablar seriamente de transicion democratica,
recuperaciéon econdmica o reconciliacibn nacional cuando el
Estado ha perdido su capacidad basica de protegerse a si mismo
y a sus ciudadanos. A ello se suma una carencia aun mas grave: la
ausencia de una ruta clara y coherente que indique a los
venezolanos hacia dénde se dirige el pais y bajo qué principios se
pretende reconstruirlo

La urgencia de una ruta clara y un plan nacional

En contextos de colapso institucional prolongado, Ia
incertidumbre se convierte en una forma adicional de violencia
social. Millones de ciudadanos no solo padecen inseguridad,
pobreza o exilio, sino también la falta de un horizonte politico
creible. Venezuela necesita, de manera urgente e inmediata, la
presentacion de una ruta nacional, un plan explicito que oriente a
la sociedad sobre el proceso de recuperacion del Estado, sus
etapas, riesgos y responsabilidades.

La Seguridad del Estado cumple aqui un rol central: no solo
protege, sino que ordena, orienta y da sentido estratégico a la
reconstruccion nacional. Sin un plan claro, la seguridad se
fragmenta; sin seguridad, el plan es inviable. Ambos elementos
deben avanzar de manera inseparable.

¢Qué entendemos por Seguridad del Estado?

La Seguridad del Estado puede definirse, en términos sencillos, como
la capacidad integral de una Nacion para preservar su existencia, su
soberania, su estabilidad institucional y la seguridad de su poblacion,
frente a amenazas internas y externas. No se limita a lo militar ni a lo
policial. Es un sistema amplio donde confluyen instituciones
legitimas, normas claras, liderazgo politico responsable y respaldo
social. En un Estado democratico, la Seguridad del Estado esta al
servicio de la Nacién y se ejerce dentro del marco de la ley. En un
Estado capturado o autoritario, ese concepto se pervierte: la
seguridad deja de proteger a la sociedad y pasa a proteger al
régimen, incluso a costa de los derechos humanos y la legalidad.

Cuando se pierde el piso institucional

Un pais pierde su piso institucional cuando las reglas dejan de ser
predecibles, las instituciones dejan de cumplir su funcién y la ley se
aplica de manera selectiva. En ese contexto, la Seguridad del Estado
entra en una fase critica. El Estado deja de ser garante del orden
constitucional y se convierte en un actor mas dentro de un escenario
de confrontacion politica, corrupcion estructural y penetraciéon
criminal. Las consecuencias son profundas: fragmentacion del
territorio, expansion del crimen organizado, debilitamiento de la
soberania, migracién masiva y pérdida de confianza interna y
externa. La inseguridad deja de ser solo ciudadana y se convierte en
inseguridad estratégica.
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Ambitos donde la Seguridad del Estado es indispensable

En primer lugar, el ambito politico e institucional. Sin instituciones
legitimas, independientes y operativas, no puede existir
Seguridad del Estado. La captura del poder judicial, la anulacién
del control parlamentario y la manipulacién de los procesos
electorales destruyen la base del Estado de Derecho.

En segundo término, el ambito de la defensa y la fuerza publica.
Las fuerzas armadas y policiales deben responder a la
Constitucion y al interés nacional, no a una parcialidad politica ni
a redes criminales. Su profesionalizacion y despolitizacion son
condiciones esenciales para cualquier proceso de reconstruccion.
Un tercer ambito es el de la seguridad interna y ciudadana. La
proliferacién de grupos armados irregulares, mafias y economias
ilegales es siempre una sefal inequivoca del fracaso de la
Seguridad del Estado. Recuperar el monopolio legitimo de la
fuerza es una tarea estratégica.

También resulta clave el ambito econdmico y estratégico. La
corrupcion sistémica, el colapso productivo y la dependencia de
actividades ilicitas debilitan al Estado y lo hacen vulnerable. No
hay Seguridad del Estado posible en un pais econdmicamente
capturado. Finalmente, el ambito internacional. Un Estado sin
seguridad interna ni institucional pierde credibilidad y capacidad
de apoyo externo. En cambio, una estrategia clara de
reconstruccion de la Seguridad del Estado puede convertirse en
un factor de respaldo politico y cooperacién internacional.

Llamar a quienes nunca debieron ser excluidos

Un componente frecuentemente ignorado en los debates sobre
reconstruccion nacional es el capital humano y moral con el que
cuenta el pais, tanto dentro como fuera de sus fronteras.
Venezuela dispone de un inmenso contingente de ciudadanos
formados, con valores, principios morales y convicciones
republicanas, que han sido apartados, forzados al exilio o
tratados como si no existieran.

La reconstruccion de la Seguridad del Estado exige volver a llamar
al servicio activo, en el sentido republicano del término, a estos
venezolanos. No se trata de revancha ni de improvisacién, sino de
reintegracion institucional, de aprovechar experiencia, formacion
y compromiso ético para recuperar capacidades hoy inexistentes
o severamente debilitadas.

Excluir a quienes han demostrado lealtad a la Constitucion y a la
Republica no solo es injusto, sino estratégicamente irresponsable.
Ningun pais se reconstruye dejando fuera a quienes pueden y
quieren contribuir a hacerlo.

Capacidades necesarias para reconstruir la Seguridad del Estado
Restablecer la Seguridad del Estado no es un acto inmediato ni un
decreto politico. Requiere desarrollar capacidades reales: capacidad
institucional para disefiar politicas publicas serias; capacidad
estratégica para identificar amenazas y priorizarlas; capacidad
operativa en fuerzas de defensa, policia e inteligencia
profesionalizadas; y, de manera transversal, una capacidad ética
orientada a romper con la impunidad y la corrupcion.

lgualmente indispensable es la conduccién civil democratica del
sector seguridad. Sin control politico legitimo, la seguridad se
desvirtia y termina generando nuevas formas de inestabilidad.

Objetivos estratégicos

Los objetivos de la Seguridad del Estado en un pais que busca
reconstruirse deben ser claros para la ciudadania: garantizar la
supervivencia del Estado y la Nacién; restablecer el orden
constitucional; proteger a la poblacion frente a amenazas criminales;
crear condiciones de estabilidad para la recuperacion econémica y
social; y recuperar la confianza nacional e internacional.

La transparencia y la claridad son fundamentales para generar
legitimidad social.

Desde el punto de vista estratégico

Un pais que ha perdido su piso institucional, como Venezuela, no
puede hablar seriamente de seguridad ciudadana sin antes
reconstruir su Seguridad del Estado. Pretender invertir el orden de
las prioridades sélo conduce a politicas fragmentadas y a nuevos
fracasos. La Seguridad del Estado constituye la columna vertebral
que permite reconstruir la Republica, recuperar sus instituciones,
proteger efectivamente a la poblaciéon, asegurar una transicion
politica real y garantizar la gobernabilidad futura. Solo después de
cumplir estas etapas serad posible avanzar hacia una estabilizacidn
duradera que permita retornar a un sistema politico auténticamente
democratico.

Ese sistema hoy no existe: fue sustituido por una estructura de
poder criminal, represiva y asociada a economias ilicitas, que
desnaturaliza al Estado y anulé la Republica.

De alli que la discusién sobre la Seguridad del Estado no sea
ideoldgica ni tedrica. Es una necesidad estratégica inmediata. Sin
Seguridad del Estado no hay transicion posible; sin transicién segura
no hay gobernabilidad; y sin gobernabilidad no hay democracia que
pueda sostenerse en el tiempo. Reconstruir la Seguridad del Estado
es, en consecuencia, el primer acto responsable para recuperar el
pais y devolverle a los ciudadanos un futuro posible.
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TODOS LOS LUNES! ES NOCHE DE INFORME
GALINDO, DESDE LAS 2200 Y HASTA LAS
23.00H, DA COMIENZO UNA NUEVA EDICION DE
INFORME GALINDO EN RADIO INTERECONOMIA
DESDE EL ESTUDIO 1 DE RADIO
INTERECONOMIA VALENCIA PARA TODA

ESPANA.

NEUROSEGURIDAD

El equilibrio entre la mente,
el entorno y la seguridad

La seguridad no solo se construye,
también se siente.

Informes de Seguridad

Fran Medina Cruz - MRConsulti ng Una visién reflexiva sobre el equilibrio entre
arquitectura, seguridad y mente humana
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Metrorisk

Proyecto Asociativo

www.metrorisk.es
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